Topics from Nurse Delegation Meeting 10/20/2021



Vaccine Mandate Update: 
No new information.  As a group we did not have a large loss of contracted RND’s or effects on client care.  Please see the DOH website for guidelines for Safety and protection of clients.  https://www.doh.wa.gov/Emergencies/COVID19 
DOH COVID-19 Misinformation - See below notes and DOH website.
Emergency Rules Updates:  These will be in place through the pandemic or until otherwise notified.
Emergency Planning: If you are an RND that would be able to step in to take clients in an emergency please email nursedelegation@dshs.wa.gov  with the following information:
· Your name and contact information
· Your county or region
· Number of clients available to take
· Preferred setting/agency if you have one

Updated to DSHS Nursing Forms: ACES ID added to the forms and the case managers are to provide this on the referral form or obtain from them for current clients.  The facility may also have this information for you.  
· ACES is an acronym for the Automated Client Eligibility System. This system is used by the State of Washington's Department of Social and Health Services. ACES supports the operations of the department by integrating DSHS programs under a single, client-based, on-line system.

Secure Email System:  attached at the bottom is the information I received from the SAW department this week for assistance.  If continuing to have problems, please email nursedelegation@dshs.wa.gov 

GovDelivery:  see below for information and please sign up or review your sign up if you haven’t already.



	Question
	Answer

	Do foster parents of clients over the age of 18 need to be delegated?
	Foster parents do not need to be delegated.  This question probably has more of a backstory than this alone so if you have questions regarding this topic, please reach out to the PM.

	Will the Nurse Delegation program ever be available in other states?
	Do not know what other states are doing. 

	What is considered to be misinformation?
	Please read the Statement from the DOH https://www.doh.wa.gov/Portals/1/Documents/6000/NCQACstatement09102021.pdf 

	Who do we contact regarding the NAR process?
	You would contact Department of Health for any questions regarding the NAR process. Phone: 360-236-4700 Email: hsqa.csc@doh.wa.gov 
See link below.

	What is an ACES number and who provides it?
	ACES is an acronym for the Automated Client Eligibility System. This system is used by the State of Washington's Department of Social and Health Services. ACES supports the operations of the department by integrating DSHS programs under a single, client-based, on-line system.

	Is it possible to get emergency approval for statewide ND coverage as opposed to the counties we are approved for?
	You can choose the counties you want to work in. It is not an approval process.  You can change it with the Select Counties form that was returned with your contract application and if you need that email nursingcontracts@dshs.wa.gov to request.

	Is there a way to store email address in the email system?
	You will need to store addresses in your system however it works best for you.

	Are we able to go back to the old email system?
	No

	What is GovDelivery? 
	GovDelivery is a subscription-based service that allows you to subscribe to news and information bulletins from various Government entities. Link below 

	What is an IP?
	Individual Providers (IP) are caregivers who are qualified and contracted with Washington State to provide in-home caregiving to those eligible for Medicaid in-home care services.

	Is a credential required prior to completing delegation core?
	Anyone, can take the ND Core training and it must be completed and verified by RND prior to any delegation.

	Is there any training required before the NAR application?
	Please see the link below for the NAR application process with DOH.

	In a facility, can any RN at the facility delegate to caregiver?
	Any RN can delegate in the state of WA.  You need to have a contract with DSHS to delegate to Medicaid clients.  You also need to follow the rules set by DOH and the facility rules depending on the facility you are working in.

	For ICD codes may be the dx listed on referral packet work?
	See the next answer and link below.

	Do you know how to change from an ICD10 to a P1 code?  
	I am attaching the link to the Billing Tutorial for Provider1. This is also found on the Nurse Delegation website. 

	Why is the ICD-10 on the referral form?
	It is not on the form.  It is up to you as the biller to determine the ICD code.  I know there are some RND’s out there that have a sheet with the frequently used codes and may be able to share.

	Is there a list of active nurse delegators and their contact info?
	You can find a list of active nurse delegators here: https://fortress.wa.gov/dshs/adsaapps/Professional/ND/ACD.aspx 





Links
ALTSA Community Nurse Delegation website: https://www.dshs.wa.gov/altsa/residential-care-services/nurse-delegation-program 
GovDelivery: https://public.govdelivery.com/accounts/WADSHSDDA/subscribers/new
https://public.govdelivery.com/accounts/WADSHSALTSA/subscriber/new?preferences=true#tab1
Previously issued provider letters: https://www.dshs.wa.gov/altsa/residential-care-services/altsa-provider-letters?=Apply&field_date_value%5Bvalue%5D%5Byear%5D=2020&subject=&type=All&utm_medium=email&utm_source=govdelivery 
Nursing Assistant Registered Application Information: https://www.doh.wa.gov/LicensesPermitsandCertificates/ProfessionsNewReneworUpdate/NursingAssistant/ApplyOnline/NursingAssistantRegistered
IDC-10 Code Lookup: www.icd10data.com 
Billing Tutorial: https://www.dshs.wa.gov/sites/default/files/ALTSA/hcs/documents/ND/P1%20Common%20Billing%20Questions.pdf 
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FAQ E - mail Encryption - WA State Partners       FOR PROVIDERS  NOT   USING OFFICE 365   Background   The State of WA will have all email moved to Exchange Online in Microsoft Office 365 by the  end of 2021. As part of the contractual agreement with counties and subcontractors,  transporting client records containing confidential information outside a secure   area in email  must be encrypted. The old email encryption service provided by WaTech in the screenshot  below will be decommissioned by WaTech in Nov/Dec 2021. This solution using  Trustwave   and  Echowrx is a third - party software as a service (SaaS) product  purchased by WaTech for the  State of WA and partners to interact with the state. Once all agencies in the State of  Washington have been migrated to Exchange Online in the cloud, then WaTech will be  decommissioning this service since the new cloud - based Mic rosoft email service has its own  email encryption.             1.   Our agency is not currently using office 365. Are there options available for us to  continue with our current system after the state secure encrypted e - mail system  ends?    If you are not using email encryption with Office 365   check   with your IT provider to  find  out what email encryption you may be using or is available to you. If you are not using  anything, below are some examples of email encryption providers that can be used in  addition to Office 365.   We are in conversations with WaTech about the possibili ty of  having DSHS take on the contract, but there are complexities with the timeframe,  contracting, support, and cost.      Zix Secure Email  https://zix.com/products/email - encryption      Barracuda Secure Email    https://www.barracuda.com/landing/upgradefrommxlogic/secure - email - delivery  
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FAQ E-mail Encryption-WA State Partners    

FOR PROVIDERS NOT USING OFFICE 365

Background

The State of WA will have all email moved to Exchange Online in Microsoft Office 365 by the end of 2021. As part of the contractual agreement with counties and subcontractors, transporting client records containing confidential information outside a secure area in email must be encrypted. The old email encryption service provided by WaTech in the screenshot below will be decommissioned by WaTech in Nov/Dec 2021. This solution using Trustwave and Echowrx is a third-party software as a service (SaaS) product purchased by WaTech for the State of WA and partners to interact with the state. Once all agencies in the State of Washington have been migrated to Exchange Online in the cloud, then WaTech will be decommissioning this service since the new cloud-based Microsoft email service has its own email encryption.
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1. Our agency is not currently using office 365. Are there options available for us to continue with our current system after the state secure encrypted e-mail system ends? 

If you are not using email encryption with Office 365 check with your IT provider to find out what email encryption you may be using or is available to you. If you are not using anything, below are some examples of email encryption providers that can be used in addition to Office 365. We are in conversations with WaTech about the possibility of having DSHS take on the contract, but there are complexities with the timeframe, contracting, support, and cost.

· Zix Secure Email https://zix.com/products/email-encryption

· Barracuda Secure Email   https://www.barracuda.com/landing/upgradefrommxlogic/secure-email-delivery

· Another option is to send the email with transport layer security (TLS). This is an alternative method of sending email encryption in transit. Companies like Google (Gmail) have this enabled by default. 



2. When looking for e-mail encryption solutions what should we be requesting? 



The majority of the email encryption providers available should meet your needs and comply with the security requirements. The requirements of the contract specify that email encryption must be used but doesn’t specify the level of encryption.



3. We use Gmail. Is the confidential setting in Gmail sufficient to meet the DSHS encryption standards? 



Because Gmail uses transport layer security (TLS) by default, then that should satisfy the requirements of utilizing email encryption in transit. Using the confidential setting in Gmail would just be an extra layer of security and can also be used.



4. If receiving Office 365 encrypted e-mails from the state (or other partners such as the County) what steps may be needed to read and respond to e-mails? What can we expect? 

If receiving an encrypted email from the state to a non-Microsoft account, you should expect to see an email like the screenshot below that has a link. After clicking to “Read the message”, it will ask to send a one-time passcode that gets sent by email. Then, it will let you view the encrypted email and respond. The alternative method of receiving an encrypted email using TLS will have the text [DSHS Secure] in the subject line and you can reply like a normal email without visiting a separate website. 
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5. When will the parallel WA state secure access encrypted e-mail no longer be active? 



WaTech is our central service email provider, and they are planning on bringing down the old secure email portal in Nov/Dec 2021. We are in conversations with WaTech about the possibility of having DSHS take on the contract, but there are complexities with the timeframe, contracting, support, and cost.



6. How can I save critical e-mails which may be lost when the state secure system shuts down? 



The old encrypted email portal saves email for 30 days before purging the email. If you need to save an email or document before the service is decommissioned, you can try saving the email to your local workstation, copying it in a word document, or printing a PDF. There are multiple methods of doing this.



7. If the case manager has not encrypted an e-mail, what are our options to respond if the content requires encryption? 



DSHS staff should be defaulting to sending email with Microsoft email encryption using [secure] in the subject. If the recipient does not have Microsoft authentication, then DSHS staff should be using [DSHS Secure] in the subject line, which will remove Microsoft encryption and force transport layer security (TLS) encryption in transit. If DSHS staff or a case manager sends an email with no encryption at all and nothing is in the subject line, then I would assume the email is not encrypted, unless you are able to verify that your email provider is using TLS encryption. Companies like Google and Yahoo use this by default. You can respond to the email if you know that your email provider uses TLS or if you are able to utilize your own email encryption solution to initiate an email to send to DSHS.  



8. Can I add (cc) someone else to an encrypted e-mail chain initiated by a case manager? 



If the message is being sent using Microsoft email encryption with [secure], then no, this is not possible by Microsoft design. Microsoft email encryption follows the email and attachments, so only the people in the To and CC fields will be able to read everything. The sender can CC someone, but you might have issues if you try forwarding the encrypted email to someone not originally on the email chain. The solution is to have the sender resend the message and include all the people who need to read the message. You can also initiate a new encrypted email and copy the content, but only if it does not include an attachment since email encryption with Microsoft follows attachments. An alternative method is having the DSHS staff send an email with [DSHS Secure] in the subject line, which will remove the Microsoft email encryption and force TLS encryption in transit. In this case, the message and attachment can be forwarded as needed. 



9. How will e-mails sent by the case manager appear and how long will they be available to review? 



At the moment, the encrypted emails will be held at Microsoft forever. There is no 30 day limit like the old email system. This is a tenant-wide setting for the State of WA, but each county or partner Office 365 tenant could be configured differently.



10. Is there a way for me to save critical e-mails that exceed the 30-day settings set by the state office 365 encryption system? 



Yes, critical emails that are encrypted using Office 365 can be saved more than 30 days. The new Microsoft email encryption will allow you to save them for as long as your retention policies allow. 



11. Is using a one-time pass code the only way to read/accept encrypted messages or is there a larger scale solution that agencies could use to read/view encrypted emails?



Using a one-time pass code is the Microsoft method of reading an encrypted email to a non-Microsoft account. There are a few ways around this. One option is to migrate to Office 365 or sign up with a free Outlook.com account. Any encrypted email from Microsoft to Microsoft will be transparent and not require a one-time passcode. A second option would be to have the DSHS sender of the email use [DSHS Secure] in the email subject, which has been configured to remove Microsoft encryption and force TLS (transport layer security) encryption. 

Last Updated: 9/1/21
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FAQ E - mail Encryption - WA State Partners   For  USERS OF OFFICE 365   Background   The State of WA will have all email moved to Exchange Online in Microsoft Office 365 by the  end of 2021. As part of the contractual agreement with counties and subcontractors,  transporting client records containing confidential information outside a secure   area in email  must be encrypted. The old email encryption service provided by WaTech in the screenshot  below will be decommissioned by WaTech in Nov/Dec 2021. This solution using  Trustwave   and  Echowrx is a third - party software as a service (SaaS) product  purchased by WaTech for the  State of WA and partners to interact with the state. Once all agencies in the State of  Washington have been migrated to Exchange Online in the cloud, then WaTech will be  decommissioning this service since the new cloud - based Mic rosoft email service has its own  email encryption.       1.   How will we know when an e - mail is encrypted from a state partner?  (DDA or DVR  etc.)    If a state partner like DDA or DVR is sending an encrypted email, you will see a message  like the   screenshot below saying that “This message is encrypted.” If an email is sent  with [DSHS Secure]   in the email subject, then it means Microsoft encryption has been  removed and transport layer security (TLS) encryption in transit is forced.        
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Background

The State of WA will have all email moved to Exchange Online in Microsoft Office 365 by the end of 2021. As part of the contractual agreement with counties and subcontractors, transporting client records containing confidential information outside a secure area in email must be encrypted. The old email encryption service provided by WaTech in the screenshot below will be decommissioned by WaTech in Nov/Dec 2021. This solution using Trustwave and Echowrx is a third-party software as a service (SaaS) product purchased by WaTech for the State of WA and partners to interact with the state. Once all agencies in the State of Washington have been migrated to Exchange Online in the cloud, then WaTech will be decommissioning this service since the new cloud-based Microsoft email service has its own email encryption.
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1. How will we know when an e-mail is encrypted from a state partner?  (DDA or DVR etc.) 

If a state partner like DDA or DVR is sending an encrypted email, you will see a message like the screenshot below saying that “This message is encrypted.” If an email is sent with [DSHS Secure] in the email subject, then it means Microsoft encryption has been removed and transport layer security (TLS) encryption in transit is forced.

	[image: ]



2. Is there anything we need to do, other than reply, in order to respond to an encrypted e-mail from the state? 



If you are using Office 365 and responding to someone in the State of WA in Office 365, then all you need to do it reply. Microsoft makes it easy for Microsoft to Microsoft encrypted email transfers. 





3. [bookmark: _Hlk79659286]When will the parallel WA state secure access encrypted e-mail no longer be active? 



WaTech is our central service email provider and they are planning on bringing down the old secure email portal in Nov/Dec 2021. We are in conversations with WaTech about the possibility of having DSHS take on the contract, but there are complexities with the timeframe, contracting, support, and cost.



4. How can I save critical e-mails which may be lost when the state secure system shuts down? 



The old encrypted email portal saves email for 30 days before purging the email. If you need to save an email or document before the service is decommissioned, you can try saving the email to your local workstation, copying it in a word document, or printing a PDF. There are multiple methods of doing this.



5. If the case manager has not encrypted an e-mail, what are our options to respond if the content requires encryption? 



[bookmark: _Hlk81402179]DSHS staff should be defaulting to sending email with Microsoft email encryption using [secure] in the subject. If the recipient does not have Microsoft authentication, then DSHS staff should be using [DSHS Secure] in the subject line, which will remove Microsoft encryption and force transport layer security (TLS) encryption in transit. If DSHS staff or a case manager sends an email with no encryption at all and nothing is in the subject line, then I would assume the email is not encrypted, unless you are able to verify that your email provider is using TLS encryption. Companies like Google and Yahoo use this by default. You can respond to the email if you know that your email provider uses TLS or if you are able to utilize your own email encryption solution to initiate an email to send to DSHS.  



6. Can I add (cc) someone else to an encrypted e-mail chain initiated by a case manager? 



[bookmark: _Hlk81402204]If the message is being sent using Microsoft email encryption with [secure], then no, this is not possible by Microsoft design. Microsoft email encryption follows the email and attachments, so only the people in the To and CC fields will be able to read everything. The sender can CC someone, but you might have issues if you try forwarding the encrypted email to someone not originally on the email chain. The solution is to have the sender resend the message and include all the people who need to read the message. You can also initiate a new encrypted email and copy the content, but only if it does not include an attachment since email encryption with Microsoft follows attachments. An alternative method is having the DSHS staff send an email with [DSHS Secure] in the subject line, which will remove the Microsoft email encryption and force TLS encryption in transit. In this case, the message and attachment can be forwarded as needed. 



7. How long will encrypted e-mails sent by the Case Manger be be available to review? 



At the moment, the encrypted emails will be held at Microsoft forever. There is no 30 day limit like the old email system. This is a tenant-wide setting for the State of WA, but each county or partner Office 365 tenant could be configured differently.



8. When I respond to an encrypted e-mail from a case manager in Office 365 is it automatically encrypted? 



If you respond to an encrypted email, then it will be automatically encrypted back. This is assuming both the source and destination email providers are both using Office 365 and have their mailboxes hosted in Exchange Online. Not all state agencies have migrated their mailboxes yet. DSHS is about half-way completed as of August 2021.



9. Is there a way for me to save critical e-mails that exceed the 30-day settings when encrypted by the state using Office 365? 



Yes, critical emails that are encrypted using Office 365 can be saved more than 30 days. The new Microsoft email encryption will allow you to save them for as long as your retention policies allow. 





















10. What are my options for initiating an encrypted e-mail from office 365? (Note: Office 365 is distinct from Outlook. Encryption to/from Outlook may not be possible.) 
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1. Compose a new email message, click on File, then Info, and choose Encrypt.

		[image: ]

2. Compose a new email message and click on Options and choose Encrypt. (May not work with old versions.)



		[image: ]

3. If you have an older version of Outlook with Office 365, you can visit the webmail link at https://outlook.office365.com, compose a new email message, and click on the Encrypt button to encrypt the message (Might need to click on the 3 dots first.) 









[bookmark: _Hlk81469852]Last Updated: 9/1/21
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Washington State Department of Social and Health Services

DSHS Nurse Delegation
Contractors Meeting

October 20, 2021
1-3p

Janet Wakefield, Program Manager, HCS
Angela Nottage, Nursing and Performance Improvement Unit Manager, HCS
Doris Barret, Nursing Services Unit Supervisor, DDA

Washington State
-? Y Department of Social
7 & Health Services

__ Transforming lives PO Box 45050, Olympia, WA 98504 | www.dshs.wa.gov






Washington State Department of Social and Health Services

Agenda

* 1pm — Introductions

« 1:15 - Vaccine mandate update

« 1:30 - DOH COVID-19 misinformation
« 1:45 - Emergency Rules updates

« 2:15 - Emergency Planning

« 2:30 -Updates to DSHS Nursing Forms
« 2:35- Secure email system

« 2.37 - GovDelivery

e 2:40 — Open Discussion

« 3pm — Thank you for attending.





Washington State Department of Social and Health Services

Vaccine Mandate Updates

Nurses beginning
Nurses ending contracts
Areas in need of nursing

Nurses who are open for new clients





Washington State Department of Social and Health Services

COVID-19 Misinformation

“Physicians who generate and spread COVID-19 vaccine misinformation or
disinformation are risking disciplinary action by state medical boards,
including the suspension or revocation of their medical license. Due to their
specialized knowledge and training, licensed physicians possess a high degree
of public trust and therefore have a powerful platform in society, whether they
recognize it or not. They also have an ethical and professional responsibility to
practice medicine in the best interests of their patients and must share
information that is factual, scientifically grounded and consensus-driven for
the betterment of public health. Spreading inaccurate COVID-19 vaccine
information contradicts that responsibility, threatens to further erode public
trust in the medical profession and puts all patients at risk.”

The NCQAC expands this statement to include nurses in Washington State

Get the Nursing Commission's full statement on COVID-19 misinformation (PDF)




https://lnks.gd/l/eyJhbGciOiJIUzI1NiJ9.eyJidWxsZXRpbl9saW5rX2lkIjoxMDAsInVyaSI6ImJwMjpjbGljayIsImJ1bGxldGluX2lkIjoiMjAyMTEwMDUuNDY5MzIwMjEiLCJ1cmwiOiJodHRwczovL3d3dy5kb2gud2EuZ292L1BvcnRhbHMvMS9Eb2N1bWVudHMvNjAwMC9OQ1FBQ3N0YXRlbWVudDA5MTAyMDIxLnBkZiJ9.w0olbGqqDKVwOv_XCFNCi5NUJnQ7jk1Hk4B3D8j4hsY/s/721755301/br/113418335182-l



Washington State Department of Social and Health Services

Emergency Planning

* Who is taking new clients?

* Please email no later than 10/22/2021
nursedelegation@dshs.wa.gov




mailto:nursedelegation@dshs.wa.gov



Washington State Department of Social and Health Services

Nursing Form Updates
FormNumber  |FormName

15-344 Private Duty Nursing Logs

01-212 Nurse Delegation Referral and
Communication

13-680 Nurse Delegation Rescinding

13-678 Nurse Delegation Consent

13-678B Nurse Delegation Assumption

13-780 Basic Skin Assessment

13-783 Pressure Injury Assessment

Client Information

15. CLIENT'S NAME 16. GUARDIAN'S NAME ‘ 17. ACESID

https://www.dshs.wa.gov/altsa/residential-care-services/nurse-delegation-forms






Washington State Department of Social and Health Services

How to Use Secure Email

You may receive an email through the
Washington State Secure Email Portal.

It will have the Seal of Washington State in the
upper left corner.

Click the link at the bottom of your email that
says, read your message.






Washington State Department of Social and Health Services

Read the Message

Swenson, Joshua D (DSHS/ALTSA/MSD) doshua swenson@dshswa gov> C

=
== =1
| &)
To read an email from your DDA &
Case Manager, click the box to
"Read the Message" S e O S
o






Washington State Department of Social and Health Services

One Time Password

After clicking on read the
message, it brings you to a page
that asks you to Sign in with a
One-Time passcode in order to
view the encrypted email, Click
the link.

joshua swenson@dshs wa gov has sent you 8 protecied message






Washington State Department of Social and Health Services

Password

’, R McrosefOfoe Jd S@mesaging micosoft. com
iy

An email will be sent to the @

destination email address tiere s your one-tine pesscode
with a one-time passcode. 76906518

Copy the passcode. g
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t

NOTE Tha one-tme Daascode expwes |3 manutes ifer  nis reguested






Washington State Department of Social and Health Services

Applying the Password

Paste the passcode of We sent 3 one-time passcode to josh@e e o]
the email into the page Pasechack your emal s th one- e psicode g
and click Continue. ut






Washington State Department of Social and Health Services

The email will pop up and
it will give you the option

to read. feply, feply a", ° Swenson, Joshus O (DSHS/ALTSAMSD) <joshus Swenson@dih wa.oov> —
forward, or print. |

b
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Washington State Department of Social and Health Services

Attaching Documents

o s B
If you reply or forward the
encrypted message, it will "
give you the option to attach
a document.
=N -

https://informingfamilies.org/wp-content/uploads/2021/03/Washington-State-Secure-
Messaging-Explained-1.pdf





Washington State Department of Social and Health Services

Open Discussion






Washington State Department of Social and Health Services

GovDelivery

ALTSA GovDelivery

DDA GovDelivery

***Stay tuned for 2022 dates/times***



https://gcc02.safelinks.protection.outlook.com/?url=https%3A%2F%2Fpublic.govdelivery.com%2Faccounts%2FWADSHSALTSA%2Fsubscriber%2Fnew%3Fpreferences%3Dtrue%23tab1&data=04%7C01%7Cangela.nottage%40dshs.wa.gov%7Ce528258636fc45d16ce408d993509d2c%7C11d0e217264e400a8ba057dcc127d72d%7C0%7C0%7C637702796703592834%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=ZGvJuqWS0M7hciX81YDgFgyQiWPFalb2RgVoit6DvOE%3D&reserved=0

https://gcc02.safelinks.protection.outlook.com/?url=https%3A%2F%2Fpublic.govdelivery.com%2Faccounts%2FWADSHSDDA%2Fsubscribers%2Fnew&data=04%7C01%7Cangela.nottage%40dshs.wa.gov%7Ce528258636fc45d16ce408d993509d2c%7C11d0e217264e400a8ba057dcc127d72d%7C0%7C0%7C637702796703592834%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=XKloAKeHpS%2FzYKxYXaKBifpo%2FxMv0qL%2B8391VgXRDU0%3D&reserved=0



Washington State Department of Social and Health Services

Upcoming Meeting

e December 15, 2021 1-3p sy,

Fraret) w:

X X

***Stay tuned for 2022 dates/times***






